
Computer Law and Ethics (COSC-3325) 

Assessment of Lesson 8 

 

Exercise 1. What does hacking mean? Give examples.  

 

Exercise 2. What were the phases of hacking? 

 

Exercise 3. What is hacktivism? 

 

Exercise 4. What is CFAA?  

 

Exercise 5. What is identity theft? How can we protect against it? 

 

Exercise 6. Do you think hiring former hackers to enhance security is a good idea or a bad idea?  Why? 

 

Exercise 7. How can you distinguish between an e-mail that is a phishing attempt and an e-mail from a 

legitimate business? 

 

Exercise 8.  What are auction fraud, click fraud, and stock fraud, and digital forgery? Give details. 

 

Exercise 9. What suggestions do you have for resolving the issues created by differences in laws between 

different countries? What do you think would work, and what do you think would not? 

 


